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Privacy Policy 

 

Policy for Handling Personal Data to which GDPR is applied 

(1) Compliance with laws and regulations 

Geveke B.V. (the “Company”) and the Company’s affiliates (the “Geveke Group”) recognize that the 
protection of your personal data is of great importance. This Policy applies to the Company and all 
members of the Geveke Group.* 

* If a certain company in the Company Group enacts its own policy and the policy provides that the terms of 
the policy supersedes the terms of this Policy, the terms of the above company’s policy are applied. 
 
If EU and EU Member States regulations on data protection, in particular General Data Protection 
Regulation 2016/679 (the “GDPR”) are applied to you (referred to as “you” throughout this Policy), 
we process your personal data in compliance with GDPR. This Policy explains how we, as the data 
controller, obtain and process your personal data. 
 
(2) Collection of Personal Data 

We may collect and use the following personal data, depending on your relationship with us. 

General Data Categories  

(Large Classification) 

Specific Types of Data 

(Small Classification) 

1. Contact Information Name, phone numbers, signatures, email addresses, 
physical addresses, birth date, job titles, gender, 
nationalities, proof of residence and other contact 
information 

2. Data Related to Transactions Purchase, payment and other information obtained 
through transactions between us 

3. Requested Information and 
Website Use 

The information you have requested, the pages you visit 
at our website, the items you view, information related 
to your interests in products or services and other 
information related to website use 

4. Data Related to Your Devices 
and Cookies etc. 

Digital identifiers such as a device numbers, browsers, 
log-in, passwords, cookies and IP addresses 

5. Communications Communications that you have with our personnel or 
customer service centers 

6. Image Data Photographs, surveillance images, moving images and 
other image data 

7. Identification Numbers Information for identity verification which are required 
by applicable laws etc. such as driver’s license, passport, 
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national ID number, social security number and proof of 
residence 

8. Data Related to Application 
for Employment (where 
permitted by applicable laws) 

Name, phone numbers, signatures, email addresses, 
physical addresses, birth date, job titles, gender, 
nationalities, other contact information, professional 
qualifications, previous work experience, education 
level, competencies and skills, current base 
compensation, personal interests, information 
contained in your social media accounts or personal 
websites or accounts (e.g. Twitter), Curriculum vitae, 
résumé, any information obtained through the 
recruitment process (e.g. assessment of your ability) and 
any other information you may wish to provide to us as 
part of your application 

9. Data Related to Violation of 
Laws 

Any data related to legal disputes/violation of laws 

10. Other Personal Data Related 
to Statutory Provisions 

Personal data required pursuant to statutory provisions 

 
 (3) Legal Basis for Processing / Categories of Personal Data Subject to Processing 

We process the following categories of your personal data based on the legal basis provided for in 
the GDPR (Articles 6 and 7). The legal basis will depend on the personal data we collect from you. The 
examples of the legal basis are listed below. 

1. Your consent. 
2. Performance of a contract to which you are a party. 
3. Compliance with our legal obligations. 
4. Our legitimate interest. 

In many cases, the legal basis will be to pursue our legitimate interests. For details regarding the 
legitimate interests, please inquire using the contact details at the end of this Policy. 
 
Further, we may process your personal data of a sensitive nature, including your religious beliefs and 
health status, in accordance with special criteria provided for in the GDPR (Articles 9 and 10) and only 
to the extent permitted by applicable laws. 
 
We obtain and process the following categories of your personal data types of which are listed in the 
above (2) of this Policy for the following purposes. 
 

Categories of Personal Data Purposes 

1. Personal Data of 
Customers 

a. Providing information related to products, 
services marketing or events. 

b. Providing products, services, after-sales service 
under warranty, support or maintenance. 
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c. Developing and improving products and 
services. 

d. Conducting surveys or statistics. 
e. Having negotiations related to business. 
f. Holding events such as seminars. 
g. g. Managing relationships with customers. 
 

2. Personal Data of 
Government Office 
Workers and Civil Servants 

Communicating with competent government 
authorities for operation of business. 

3. Personal Data of 
Employees of Business 
Partners including 
suppliers and distributors 

Communicating with the partners for operation of 
business or conducting projects. 

4. Personal Data Consigned 
from Business Partners 

Safekeeping and handling personal data on behalf 
of the partners. 

5. Your Personal Data of Who 
Contact Our Call Centers, 
Public Relations 
Departments or Other 
Contact Persons 

a. Sending information about products, services, 
marketing or events. 

b. Recording the communication with you in order 
to ensure accuracy of the inquiries and 
communication. 

6. Personal Data of 
Applicants for Employment 

a. Providing and collecting information related to 
recruitment. 

b. Evaluating and selecting applicants. 
c. Carrying out procedures related to joining the 

Company. 
d. Entering into employment agreements. 
e. Managing our human resources and business. 
 

7. Purposes Related to the 
Above 1.- 6. 

a. Performing obligations under contracts. 
b. Responding to inquiries or complaints. 
c. Communicating with regard to relevant work or 

business. 
d. Complying with applicable laws, regulations 

and valid legal information requests. 
e. Exercising our legal rights. 
f. Carrying out audits and internal investigations. 
g. Carrying out our in-house security including 

information security. 
h. Managing data related to our DMS and ERP 

systems. 
 

 
As stated in the below (7) of this Policy, you have the right to withdraw your consent to the 
processing of your personal data at any time by using the contact details at the end of this Policy. 



 

4 
 

However, your withdrawal of consent will not affect the legality of processing conducted based on 
your consent before its withdrawal. 
 
We do not conduct any decision-making based solely on automated processing, including profiling, 
that produces any legal or similar material effects on you. 
 
We will notify you separately, if the provision of personal data is a statutory or contractual 
requirement, or a requirement necessary to enter into a contract, as well as the possible 
consequences of failure to provide such data. 
 
As for personal data related to our human resources department, this Policy is applied only to 
personal data of applicants for employment and not applied to personal data of employees already 
hired by us. The privacy notice (Article 13 and 14 of GDPR) for the hired employees are separately 
provided by us. 
 
(4) Sources of Personal Data 

We obtain your personal data directly from you or indirectly through third parties such as those 
stated below: 
Business Partners; data brokers; employment agencies; or public sources such as social media 
accounts and personal websites or accounts. 
 
(5) Retention Period for Personal Data 

We will retain your personal data for as long as necessary to fulfil the aforementioned purposes for 
obtaining and processing your personal data. Specific retention periods are decided based on the 
following considerations: the purpose for obtaining and processing the personal data; the nature of 
the personal data; and the necessity of retaining the personal data for legal or business reasons. 
 
(6) Sharing and Disclosure of Personal Data 

We might share and disclose your personal data to the following third parties in accordance with the 
GDPR for the purposes stated in this Policy. 
1. Atlas Copco AB (= ultimate parent company) and its employees. 
2. Suppliers and other business partners with whom we have a business relationship and who 

provide products and services to us in relation to your personal data (such as marketing, data 
analysis, event management, warehousing, delivery, support and maintenance etc.). 

3. Our distributors, sales agents, insurance companies, business partners who are involved in the 
business or work related to your personal data. 

4. Third-party service providers which provide compliance-related system, DMS, ERP system 
including online recruitment system and other IT-related service in relation to your personal 
data. 

5. Payment processing companies. 
6. Employment agencies. 
7. Legal or other professional advisers and auditors. 
8. In the event that we sell any business assets, personal information may be disclosed to a 

potential buyer. 
9. Police and competent government authorities when it is necessary to comply with legal 

obligations, including where an obligation arises as a result of a voluntary act. 
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10. Third parties when it is necessary for some other justifiable reasons that are permitted by 
applicable laws and regulations. 

 
(7) Your Rights 

You have the following rights regarding personal data obtained and processed by us. 
1. Obtaining information regarding processing of data 

You have the right to obtain from us all the requisite information regarding our data processing 
activities that concern you (Articles 13 and 14 of the GDPR). 

 

2. Access to personal data: 
You have the right to obtain from us confirmation as to whether personal data concerning you 
are being processed, and, if so, then access to the personal data and certain related information 
(Article 15 of the GDPR). 

3. Rectification or erasure of personal data: 
You have the right to have us rectify inaccurate personal data concerning you without undue 
delay and the right to have us complete any incomplete personal data (Article 16 of the GDPR). 
Also, if certain conditions are satisfied, you will have the right to have us delete personal data 
concerning you without undue delay (Article 17 of the GDPR). 

4. Restriction on processing of personal data: 
If certain conditions are satisfied, you will have the right to have us restrict processing of 
personal data concerning you (Article 18 of the GDPR). 

5. Objection to processing of personal data: 
If certain conditions are satisfied, you will have the right to object to processing of personal data 
concerning you (Article 21 of the GDPR). 

6. Data portability of personal data: 
If certain conditions are satisfied, you will have the right to receive personal data concerning you 
in a structured, commonly used, and machine-readable format and the right to transfer those 
data to another controller without hindrance from us (Article 20 of the GDPR). 

7. Not to be subject to automated decision-making: 

If certain conditions are satisfied, you will have the right not to be subject to decision-making 
based solely on automated processing, including profiling, that produces any legal or similar 
material effect on you (Article 22 of the GDPR). 

If you intend to exercise any of the aforementioned rights, please inquire using the contact details at 
the end of this Policy. 
 
You can lodge a complaint in relation to our processing of your personal data with the Data 
Protection Supervisory Authority of the Member State of your habitual residence, place of work or 
place of the alleged infringement. 
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(8) Amendment to this Policy 

We may amend this Policy from time to time. We will contact you through this website, and where 
appropriate by email if we make any substantive or material amendments. 

Contact Us 
For questions or inquiries regarding this Policy, please contact the Privacy Officer of Geveke. 
Geveke’s contact details are as follows. 
 
Geveke group 
Attn. Privacy Officer 
P.O. Box 820 
1000 AV Amsterdam 
The Netherlands 
mwi@geveke.com 


